Rotary Presentation
Personal Health Data Information

“It’s Your Health, So It’s Time You Took Control Of It”
You health records are presently in the hands of doctors and hospitals.  Is that where it should be?  This keeps you, the patient, from using your health information to your own benefit.  There is presently a “Get My Health Data” campaign being advocated with in the health information community.

Did you know that the data that your doctor has on you is not readily transferable to other doctors or healthcare institutions?  This results from the fact that there is not standardized gathering of your health information which is readily transferable.  

What is the result of this lack of your healthcare transparency:


400,000 patients die every year as a result of medical errors


  80,000 die because doctors do not have on-hand the information they need

Therefore, there is a need for transferable “Electronic Medical Records”.  The problem is that presently the patient, you, does not have access to those records.  Many in the medical community think that patients having access to their records is not a good idea.  However, it is your information and it should be your decision of having it available.  We are a mobile society and having access to your own health records is beneficial.  If you have a medical problem when you are traveling it would be in your best interest to have access to your personal health data.
How can obtaining and using your personal health data be accomplished?


Demand Your Data:



Ask your physician for your records, including laboratory and surgical 

                        information.



Create your own history of your medical information including your



insurance information, blood type, history of immunizations, childhood

            diseases, list and contact information of the physicians you are seeing. 


Have information from any hospital stays and surgical procedures you

have had.

Often by having your personal health data available you can spot errors

and avoid unnecessary tests.

Organize Your Data:


Have it a form that is understandable to you and healthcare professionals


with whom you come in contact.  


Have your personal health data in safe transportable form.


Make sure your personal health data is universally available. 
Share Your Data:


Do this selectively, but to your advantage.


Share it with your various physicians so all have knowledge of your

            personal health data.


Share it with family members, especially those that are acting as a

            caregiver to you.


Presently many physicians and hospitals have a variety of ways of

            recording your personal health data.  Having a copy of your own data


will make providing this information easier.
Generate Your Data Yourself:


You are the best source for your personal health data.  You do not always


have it at you disposal so it is essential that you prepare it in a format that

makes easy for you to retrieve it.

Your Personal Health Data should be updated on a regular basis.

If possible you should also have records of x-rays and other electronic

information.   

Protect Your Personal Health Data:


If you store your data electronically make sure it is in a format that can


it can not be hacked or stolen.  Apps and consumer fitness trackers are


not necessarily protected means of storing data.

You should have it available locally and you should be able to carry it

            with you in a hard copy format.


HIPPA rules offer some protection but are not hack proof.

A suggested method of protecting the storage of your personal health data:


Consider storing your data in both hard copy and on a computer flash drive.


Both these formats are not hackable and protect your data from those who should


not have access to it.  The flash drive can be inserted into any computer and 


read.  It then can be printed out by the healthcare professional or organization.


There is no need for the data to be stored on their computer and should be in a


Read and Print-Only format.  Collecting and storing personal health data before

            hand will replace the possible misinformation collected via the patient’s or 

family member’s memory.  

